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1
Decision/action requested

It is kindly requested to approve this doc
2
References

N/A
3
Rationale

This contribution proposes static value of NAS connection identifier. The first reason is that there are at most two connections up to now. We don’t see any possibility that the UE will have more than 2 connections in both R-15 and R-16. The second reason is that static value is much easier to be implanted than dynamic value.  The third reason is that dynamic value create complexity on assigning the value and it may need to be stateful in order to maintain the dynamic range of values in order to avoid re-use.
This contribution also proposes the static value is used as the value of BEARER.
4
Detailed proposal

*************** Start of the 1st Change  ****************
6.4.2.2
Multiple active NAS connections in the same PLMN’s serving network

When the UE is registered in a serving network over two types of access (e.g. 3GPP and non-3GPP), then the UE has two active NAS connections with the same AMF. A common NAS security context is created during the registration procedure over the first access type. 

In order to realize cryptographic separation and replay protection, the NAS security-context shall  have parameters specific to each NAS connection. The connection specific parameters include a pair of NAS COUNTs for uplink and downlink and unique NAS connection identifier. The value of the unique NAS connection identifier shall be set to “0” for 3GPP access and set to “1” for non-3GPP access. The value of BEARER shall use the value of these unique NAS connection identifiers when NAS message is going to be sent.
Editor’s Note: Above requirements need to be revisited after studying concurrency, mobility and interworking use cases.

*************** End of the Change ****************
