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1
Decision/action requested

Add “Profiles for TLS Client certificates are defined in TS 33.310 [5]”
Delete Editor’s note “Editor’s Note: Profiles for TLS Client certificates are FFS”

SA3 to accept change and deletion of editor’s note   
2
References
[1]
3GPP TS 33.501 V0.7.0 (2018-01)
 
S3-180362.zip 

3
Rationale
Profiles for TLS Client certificates are defined in TS33.310 as the common document for defining these for 3GPP Network Elements, End Point Devices and asscioated services. If any changes are required for the new Service Based Interfaces, then CR’s will be proposed for TS33.310 as required.     
4
Detailed proposal

***** Start of Changes *****


9.1.3.2
Protection at the network or transport layer

All network functions shall support TLS. Network functions shall support both server-side and client-side certificates for authentication between each-other. If TLS is used for service based interfaces, all network functions shall use both server-side certificates and client-side certificates for authentication. 

The TLS profile shall follow the profile given in Annex E of TS 33.310 [5] with the restriction that it shall be compliant with the profile given by HTTP/2 [X].
Profiles for TLS Client certificates are defined in TS 33.310 [5]
TLS shall be used within a PLMN unless network security is provided by other means.


***** End of Changes *****

