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1
Decision/action requested

Do not fill clause 11 on untrusted non-3GPP access with normative text now due to the recent developments in SA2. But add an EN stating that clause 11 shall be based on solution 1.49. Add another EN that it needs to be taken into account in this clause that the key K_N3IWF is derived from the key K_AMF, and not from the K_SEAF directly.
2
References

 [1]
3GPP TS 33.501 v020
3
Rationale

The most recent SA3 agreement on authentication over untrusted non-3GPP access is contained in TR 33.899 as solution 1.49, which may serve as the basis for normative text to be included in clause 11. However, this solution is likely to undergo changes in light of the recent developments in SA2 regarding the registration procedure, cf. LS in S2-174887= S3-171731, so it is suggested to wait with filling clause 11 with normative text until SA3#88bis.

Nevertheless, it is considered useful to add reminders to clause 11 regarding what needs to be considered when adapting solution 1.49 from TR 33.899 to normative text in clause 11. 

Solution 1.49 contains the following three Editor’s Notes: 

“Editor’s Note: Actions specific to the AMF and the SEAF are FFS.” and 
“Editor’s Note: Usage of anchor key need to be aligned with the description agreed for general 3gpp access.”

“Editor’s Note: It is FFS whether the key for N3IWF (KN3IWF) is derived from KAMF or KSEAF.”
With regard to these three Editor’s Notes, we would like to point to a Nokia companion pCR in S3-171961. The companion pCR proposes that the key K_N3IWF is derived from the key K_AMF, and not from the K_SEAF directly. If the companion pCR is approved then it needs to be taken into account also in clause 11. 
We would further like to point to another Nokia companion pCR in S3-171941, which is a pCR to solution 1.49 of TR 33.899. This pCR makes the necessary changes reflecting the agreement on S3-171961.

4
Detailed proposal

********************Start of pCR***********************************

11           Security for non-3GPP access to the 5G Core network

Editor's Note: This clause covers untrusted non-3GPP access.
Editor's Note: The most recent SA3 agreement on authentication over untrusted non-3GPP access is contained in TR 33.899 as solution 1.49, which may serve as the basis for normative text to be included in clause 11. However, details of this solution are likely to undergo changes in light of the recent developments in SA2 regarding the registration procedure, so it is suggested to wait with filling clause 11 with normative text until SA3#88bis.
Editor's Note: It needs to be taken into account in this clause that the key K_N3IWF is derived from the key K_AMF, and not from the K_SEAF directly.

********************End of pCR***********************************

