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1
Decision/action requested

It is requested to approve the proposals.
2
References

N/A
3
Rationale

SA3#87 has agreed the subscriber permanenet identifier shall be protected for privacy whenever it is communicated over 5G RAN in all scenarios including initial attach (see question and agreement in E.7.2.7). So there should be keys related to concealing the permanent subscription stored in the UE accordingly.

Since legacy UICC is also allowed to access the 5G RAN, the public keys may be stored in the ME given that legacy UICC may not support the storage of public keys. For NG-UE, if new USIM is used in 5G, the public keys may be stored in new USIM. Thus, public keys may be stored in the USIM or in the ME.
Keeping the same principle that keys are always stored in the USIM, the storage of public keys in the USIM should take precedence over storing of public keys in the ME.
4
Detailed proposal

Changes are proposed below.
***
BEGIN CHANGES
***

E.7.2.9
Storage and provisioning of keys related to concealing the permanent subscription identifier 

E.7.2.9.1
Description of question 
In which entities (e.g. ME, USIM) shall it be allowed to store the keys related to concealing the permanent subscription identifier? 

If multiple entities are allowed, what is the priority of these entities? 

By which methods shall it be allowed to configure the keys related to concealing the permanent subscription identifier?

E.7.2.9.2
Interim agreement


 The public key related to concealing the permanent subscription identifier may be stored in the USIM or in the ME.
The storing of public keys in USIM shall have priority over storing public keys in the ME.

The answers to the last question is TBD.
***
END OF CHANGES
***
