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1	Decision/action requested
It is proposed to approve the changes for UP security mechanisms of TS33.501. 
2	References
 [1]	3GPP TS 38.323
 [2]           3GPP TS 23.501
[3]           3GPP TS 38.300
3	Rationale
It is agreed that the UP security termination point is 5G-RAN, and the UP security execution protocol layer is PDCP. So this contribution proposes to identify this according to this determination. Besides, the inputs of confidentiality and integrity protection algorithm shall be ffs.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in TS33.501.

***********Beginning of the first change*************
8.4	UP security mechanisms
Editor’s Note: This clause is meant to contain content corresponding to TS 33.401 [10], clause 7.3, which is about UP security mechanisms.
8.4.1	UP confidentiality mechanisms
Editor’s Note: This clause is meant to contain content corresponding to TS 33.401 [10], clause 7.3.1, which is about UP confidentiality mechanisms.
The user plane data is ciphered by the PDCP protocol between the UE and the 5G-RAN as specified in TS 38.323 [14].
· Editor’s Note: The input parameters for confidentiality algorithm are FFS.
8.4.2	UP integrity mechanisms
Editor’s Note: This clause is meant to contain content corresponding to TS 33.401 [10], clause 7.3.2, which is about UP integrity mechanisms.
The user plane data is integrity-protected by the PDCP protocol between the UE and the 5G-RAN as specified in TS 38.323 [14].
· Editor’s Note: The input parameters for integrity algorithm are FFS.
************End of the first Change***************
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************End of the second change************
