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1
Decision/action requested

It is requested to approve the proposed content for clauses 5.1.5, 5.3.4, 5.Y.1, 5.Z.1, and Annex A, related to subscription permanent identifier, in TS 33.501.
2
Rationale
Text proposal is provided for various clauses. 
3
Detailed proposal 
Following texts are proposed.
*** BEGIN CHANGES ***
5.1.5

Subscriber privacy 

The ME shall support SUCI generation. 
The ME shall implement the following public key schemes: 
-
Null-scheme; 
NOTE: 
With the null-scheme, the SUPI is not concealed. 

-
ECIES as specified in Annex X. 

Editor’s note: The list of supported public key schemes supported by the ME is FFS.

The tamper-resistant secure hardware component may implement the following public key schemes: 

-
Null-scheme; 

NOTE: 
With the null-scheme, the SUPI is not concealed. 

-
ECIES as specified in Annex X. 

Editor’s note: The list of supported public key schemes supported by the tamper-resistant secure hardware component is FFS.

Editor’s note: The requirement for the ME to support a privacy key provisioning mechanism is FFS.

*** NEXT CHANGES ***
5.3.4

Subscriber privacy 

AMF shall support primary authentication using SUCI. 

AMF shall support identification procedure using SUCI.

*** NEXT CHANGES ***
5.Y
Requirements on the AUSF 

5.Y.1 
Subscriber privacy

AUSF shall support primary authentication using SUCI. 
*** NEXT CHANGES ***
5.Z
Requirements on the SIDF 

5.Z.1 
Subscriber privacy

Editor's Note: It is FFS where the SIDF is located. SIDF could be co-located in AUSF or UDM. If SIDF was co-located in UDM, it could be easier to introduce the 5G privacy mechanism to EPS in future releases if required. 
SIDF shall be able to resolve SUPI based on SUCI. 
SIDF shall implement at least one of the following public key schemes: 

-
Null-scheme; 

NOTE1: 
With the null-scheme, the SUPI is not concealed. 

-
ECIES as specified in Annex X. 

Editor’s note: The list of supported public key schemes is FFS.

-
A scheme that is implemented in the tamper-resistant secure hardware component. 

*** NEXT CHANGES ***
Annex X
 (normative):
Protection schemes for concealing the subscription permanent identifier 
X.1 
Introduction 

The present Annex specifies the protection schemes for concealing the subscription permanent identifier 

X.2 
Null-scheme  

Editor’s note: This is a placeholder for the null-scheme.

X.3 
Elliptic Curve Integrated Encryption Scheme (ECIES)
Editor’s note: This is a placeholder for the ECIES-scheme.

*** END OF CHANGES ***
�Belongs to Clause 5.1 Requirements on the UE


Title added in companion contribution (skeleton) S3-171777. 


�Belongs to Clause 5.3 Requirements on the AMF


Title added in companion contribution (skeleton) S3-171777.


�Titles added in companion contribution (skeleton) S3-171777.


�Titles added in companion contribution (skeleton) S3-171777.


�Proposal for placeholder


Content will be proposed in another contributions, S3-171787 and S3-171788.


�Content proposed n S3-171787


Content proposed in �S3-171788





