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1. Introduction

This document contains information about the TSG SA#76 outcome on SA3 submissions and information on SA.
The SA#76 documents and report can be found at the following URL: 

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_76/
The RAN#75 documents and report can be found at the following URL 

http://www.3gpp.org/ftp/tsg_ran/TSG_RAN/TSGR_76/
The SA3 status report to SA#76 (SP-170545) is attached. 

2. SA#75 Outcome of SA3 and SA3-LI Submissions

All SA3 and SA3-LI contributions were approved. 

There was one comment regarding approval of TS33.180: Motorola Solutions is concerned that the decision by SA3 to introduce in TS 33.180 Rel-14 multicast signaling keys (MuSiK) established independently by different MC service servers when acting as participating functions may complicate MBMS bearers sharing within the same service area between mission critical clients served by those different participating functions. However, they were ok with approving R14.
.

3. General and Actions
There was an LS from SA2 asking for clarification that emergency calls and positioning are supported in R15. This seems to be the case.
There is a response from SA in SP170565 to an incoming LS from ITU-T SG 11 regarding work on the combat of counterfeit ICT devices and mobile device theft that was based on input mainly from SA3 delegates, collected by Greg Schumacher. 

There was a discussion on an S1 CR S1-172287 which was approved under a working agreement. SA3 is requested to review the CR and coordinate with SA1 (see incoming LS SP-170581 to next SA3 meeting from SA plenary and guidance given in the chairman's report).
A number of WID summaries were endorsed. Rapporteurs are being asked to produce a WID summary.

.
4. Approved WIDs and SIDs with Security Aspects
This is a list of approved WIDs / SIDs which could lead to future SA3 work.
SP‑170449 (WID NEW) New WID on Provision of Access to Restricted Local Operator Services by Unauthenticated UEs (PARLOS).

TD SP‑170382 (SID NEW) New SID: Study on System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs

SP‑170586 (WID NEW) New WID on Management of Network Slicing in Mobile Networks, Concepts, Use cases and Requirements
TD SP‑170402 (WID NEW) New WID on Migration and Interconnection between Mission Critical Systems

TD SP‑170578 (WID NEW) New WID on Mission Critical Communication Interworking between LTE and non-LTE Systems

TD SP‑170456 (SID NEW) New SID on Study on LAN Support in 5G (FS_5GLAN)

TD SP‑170590 (SID NEW) New SID: Study on architecture enhancements for 3GPP support of advanced V2X services (FS_eV2XARC)

TD SP‑170380 (SID NEW) New SID: Study on the Wireless and Wireline Convergence for the 5G system architecture

TD SP‑170381 (SID NEW) New SID: Study on encrypted traffic detection and verification

TD SP‑170335 (SID NEW) New Study Item on MBMS User Services for IoT (FS_MBMS_IoT)

TD SP‑170598 (SID NEW) New SID on MBMS APIs for Mission Critical Services
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