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1	Decision/action requested
This contribution proposes a proposal for the scope of TR 33.811
2	References
[1]	3GPP SP-170636, "New SID on security aspect of 5G Network Slicing Management" 
[2]	3GPP TR 33.899: "Study on the security aspects of the next generation system"
3	Rationale					
The scope should be added for the new study report TR 33.811. 
It is proposed that the scope of this study is inline with the approved SID [1], following the format of TR33.899 [2]. 

4	Detailed proposal

pCR
***	BEGINNING of 1st CHANGES	***
[bookmark: _Toc467658313][bookmark: _Toc482970147]1	Scope
Editor’s note: This clause contains the scope of the TR33.811
The present document is a study on the threats, potential security requirements and solutions for the features of 5G network slicing management as described in TS 28.530 [x1] and TS 28.531[x2] 
***	END OF 1st CHANGES	***

***	BEGINNING of 2ndCHANGES	***
[Instruction to Editor: add the following 2 references]
[x1] 3GPP TS28.530: "Management of network slicing in mobile networks; Concepts, use cases and requirements".
[x2] 3GPP TS28.531: "Provisioning of network slicing for 5G networks and services".

***	END OF 2nd CHANGES	***


