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Decision/action requested

This contribution proposes pCR text for Introduction section of TR 33.811
2
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Rationale





It is proposed that the introduction section of this study is inline with the approved SID [1]. 
4
Detailed proposal

pCR

***
BEGIN CHANGES
***

Introduction


The 5G mobile networks is envisioned to enable fast deployment of new services, support of diverse services and business models, and provision of differentiated services in terms of functionalities, performance, and security protection. Network slicing is a new network technology/architecture to be employed to meet these requirements.   

3GPP working groups have been working on various study items for future release. For example, 3GPP SA2 has recently completed its "Study on Architecture and Security for Next Generation System" and TR23.799, where interim agreement has been reached on architecture, network functions, and features for network slicing. 3GPP SA3 has completed the corresponding security study subsequently and documented the results in Technical Report TR33.899. In this security study, SA3 has identified a security area in network slicing, however the work so far has been limited to selective issues on the Control Plane and the User Plane. More recently, 3GPP SA5 has completed the “Study on management and orchestration of network slicing for next generation network” and the corresponding Technical Report TR28.801, which specifies use cases for management of network slicing, potential requirements, potential solutions and recommendations.

In June 2017, 3GPP SA Plenary approved the following two Work Items to proceed with normative work, following TR28.801: 
· Provisioning of network slicing for 5G networks and services (TS 28.531)

· Management of Network Slicing in Mobile Networks, Concepts, Use cases and Requirements (TS 28.530)
However, the security aspects of above issues of TS 28.531 and TS 28.530 are and will not be addressed in 3GPP SA5. Security issues are expected to be within the realm of 3GPP SA3. It is thus the motivation and objectives of this new Study.
***
END OF CHANGES
***
