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E.3.3
Activation of encryption/decryption of DRBs and encryption/decryption/integrity protection of SRB
The dual connectivity procedure with activation of encryption/decryption of Split and/or Non-Split SCG DRB(s) and/or activation of encryption/decryption and integrity protection of an SCG SRB follows the steps outlined on the Figure E.X.3-1.
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Figure E.X.3-1. SgNB encryption/decryption and integrity protection activation 

1.
The UE and the MeNB establish the RRC connection.

2.
Before the MeNB decides to use dual connectivity for some DRB(s) and/or an SRB with the SgNB, the MeNB checks whether the UE has NR capability and is authorized to access NR. The MeNB sends SgNB Addition Request to the SgNB over the Xx-C to negotiate the available resources, configuration, and algorithms at the SgNB. The MeNB computes and delivers the S-KgNB to the SgNB if a new key is needed. The UE NR security capability shall also be sent to SgNB. 

······
***** Next Change *****

E.3.X
Reception of UE’s NR security capabilities
E.3.X.1
Initial context setup
The MME shall include the UE’s NR security capabilities in the initial context setup request message and send to the eNB (MeNB).
E.3.X.2
S1 handover
The target MME shall include the UE’s NR security capabilities in the handover request message and send to the target eNB (MeNB) as spacified in [42].

E.3.X.3
X2 handover
If the source eNB supports UE’s NR security capabilities, which means the eNB is able to handle or recogonize them, it shall include the UE’s NR security capabilities in the handover request message to the target eNB (MeNB) as specified in [xx].

If the source eNB does not support UE’s NR security capabilities, which means the eNB cannot handle or recogonize them, the UE’s NR security capabilities will not be included in the handover request message. The MeNB shall include an indicator in the path switch request message sending to the MME when it does not receive the UE’s NR security capabilities from the source eNB. This indicator informs the MME to include the UE’s NR security capabilities in path switch ACK message after verifying that they are locally stored in the MME.
***** End of Changes *****
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