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1. Decision/action requested
This contribution proposes to add a question to Annex E.2.1.
2. Rationale
Solution #2.30 proposes EAP based secondary authentication by an external DN-AAA server, with the SMF playing the role of an EAP authenticator. In this solution, the 3GPP network does not make use of any key established through secondary authentication.

Another variant to this solution is where the EAP authenticator role is performed by an entity in the external DN. This allows for establishing OTT encryption using the key resulting from the secondary authentication.
3. Detailed proposal

**** Beginning of change ****
E.2.1.6 
Support for EAP based secondary authentication by an authenticator in the external Data network
E.2.1.6.1 
Description of Question
Solution #2.30 proposes EAP based secondary authentication by an external DN-AAA server. In that solution, the SMF performs the role of the EAP Authenticator. Another variant to this is where the EAP authenticator sits in the external DN along with the DN-AAA server. This allows the possibility of using the key resulting from EAP based secondary authentication to establish OTT encryption in the external DN.
Question: Shall there be a support for secondary authentication by an external DN where the EAP authenticator role is performed by an entity external to the 5G network? 
E.2.1.6.2 
Interim Agreement
Yes. 
**** End of Change ****
