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Abstract of the contribution:  Proposing the key management procedure between the HSE and the EAS. 
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Introduction:
The UE-to-EAS keys (KE2Eenc , KE2Eint) and the EAS specific pre-shared key (KInt_EAS_PSK) are derivative from KInt_E2E and KInt_psk . KInt_E2E and KInt_psk  are negotiated  keys between UE and the HSE. Hence, if the EAS or the HSE wants to re-negotiate UE-to-EAS keys, the HSE shall trigger an EMSDP Manage Keys procedure.
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The EAS initiated renegotiation of intermediate keys is FFS. 
At any time during the BEST session, either the HSE or the EAS may trigger a re-negotiation of the keys being used for the BEST service. 
When the HSE triggers a key re-negotiation:
1) The HSE and UE execute key management procedures by EMSDP Manage Keys Request and Response exchange.
2) The HSE and EAS execute key management procedures by EAS Manage Keys Request and Response exchange.
When the EAS triggers a key re-negotiation: 
1) The EAS initiates key management between HSE and EAS by sending the EAS Keys Request message.
2) The HSE and UE execute key management procedures by EMSDP Manage Keys Request and Response exchange.
3) After successful derivation of  intermediate keys,  the HSE forwards intermediate keys to EAS by EAS Keys Response message.
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