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1. Overall Description:

SA WG3 thanks ETSI TC CYBER for their LS on Middlebox Security.
SA3 agrees that Middlebox Security would have a useful role in supporting security issues in SA3. Specifically, SA3 is concerned about the issue of Key Issue #1.x (Visibility of network traffic under traditional end-to-end encryption) and agrees that middlebox security would have a useful role to play.
SA3 notes that the existing focus is on mcTLS. SA3 kindly requests that TC CYBER considers creating a middlebox security protocol based on IPSec as part of DTS/CYBER-0026.

SA3 would welcome a response indicated whether TC CYBER felt able to create a suitable protocol and, critically, the timescales for doing so.
2. Action requested: 

To ETSI TC CYBER
ACTION: Please note the above Key Issue in future work, and indicate the feasibility and timescales for creation of a middlebox security protocol that could meet it.
3. Date of Next TSG-SA WG3 Meetings:
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