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1	Decision/action requested
This contribution adds questions and interim agreements for Issue #8.3: Security on UEs’ access to slices
2	References
[1] 3GPP TR 33.899v1.1.0 (2017-03) Study on the security aspects of the next generation system
[2] 3GPP TS 22.261v2.0.0 (2017-03) Service requirements for the 5G system; Stage 1
3	Rationale
This contribution proposes a list of questions that may lead to interim agreements, addressing key issue #8.3: Security on UEs’ access to slices, for TR33.899. 
4	Detailed proposal
It is proposed to approve below pCR. Since all texts are new, revision mark is not used.
**********************Begin of changes********************************
E.8.3	Questions and Interim Agreements for Security on UEs’ access to slices
E.8.3.1   UE accesss to slices
E.8.3.1.1 Description of Questions
As specified in 3GPP TR 22.261, 
· The 5G system shall allow the operator to authorize a 3rd party to create, modify and delete network slices, subject to an agreement between the 3rd party and the network operator. 
· The 5G system shall be able to support identification of subscriptions independently of identification of equipment.
· For a private network using 5G technology, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP.
Thus services offered by the network slice could either be managed by the MNO or a 3rd party service provider. 
For different application scenarios, the access to the slices may be different. Hopefully, the answers to the following questions are helpful for reaching agreement on this key issue.

Question 1: Is it allowed to have slice authentication (in addition to MNO authentication) before UE can access the slice? 
Question 2: Is it allowed to use different authentication methods for MNO authentication and slice authentication? 
Question 3: Is it allowed to have mandatory MNO authorization and mandatory slice authentication in order for the UE to access the slice? 

E.8.3.1.2 Interim Agreement
1. A UE shall be authenticated before accessing a slice. For some slices, this authentication shall be performed between the UE and the Network. 
2. A UE shall be authenticated before accessing a slice. For some slices, this authentication shall be performed between UE and the slices in additional to the authentication between UE and the Network.  
3. The authentication method used between a UE and the Network may be different from the authentication method used between the UE and a slice.
4. A UE shall be authenticated before accessing a slice. For some slices, this authentication shall be performed between the UE and the Slices. This UE shall be authorized by MNO
*********************************End of changes*******************************

