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Abstract of the contribution: Resolve editor’s note in Clause 5.9.3. 
1. Introduction
This contribution resolves the following editor’s note in Clause 5.9.3:

Editor’s Note: This requirement depends on the use case (direct and non-direct communication) for V2X and is FFS.

This editor’s note is no longer needed because supporting V2X UEs are considered LTE UEs and therefore must support the same security mechanisms as defined in TS 33.401, regardless of whether application layer security is used or not to protect V2X services.. 
It is also proposed to delete this editor’s note in 5.9.3.
2. Proposed Changes
***************Start of Change 1****************
5.9.3
Potential Security requirements

UEs with a V2X application should be authenticated and authorized to access V2X Services.

UEs with a V2X application should be authenticated and authorized to allow the exchange of V2X messages with other V2X enabled UEs and when communicating with the network. 

Authentication of V2X enabled UEs to access V2X services should support the same security mechanisms as defined in TS 33.401[13].


UEs should be authorized to send messages to other UEs.

UEs should be authorized to transfer messages via an RSU.

***************End of Change 1****************
3. Conclusion
SA3 is kindly requested to accept the changes proposed in section 2 to the TR 33.885.
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