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1. Introduction
This contribution proposes to add the question and interim agreements for security on interacting with the third party for Key issue 2.910.
2. Proposal
**** Beginning of change **** 
[bookmark: _Toc475606752][bookmark: _Toc475608226][bookmark: _Toc476247552][bookmark: _Toc476327522]E.2.9 	Questions and Interim Agreements for Key Issue #2.10 
[bookmark: _Toc475606753][bookmark: _Toc475608227][bookmark: _Toc476247553][bookmark: _Toc476327523]E.2.9.0 	Questions in other clauses affecting this key issue
Questions affected the question are Key Issue #2.1 and Key Issue #2.9.
[bookmark: _Toc475606754][bookmark: _Toc475608228][bookmark: _Toc476247554][bookmark: _Toc476327524]E.2.9.1 	Securing the interface between NextGen network and third party service provider
[bookmark: _Toc475606755][bookmark: _Toc475608229][bookmark: _Toc476247555][bookmark: _Toc476327525]E.2.9.1.1 	Description of Question
For the purpose of secondary authentication, there should be an interface between UPF and the 3rd party AAA server. This interface may be attacked, such as eavesdrop, tamper and impersonate. 
Question: Should the interface between UPF and the 3rd party AAA server be securely protected?
[bookmark: _Toc475606756][bookmark: _Toc475608230][bookmark: _Toc476247556][bookmark: _Toc476327526]E.2.9.1.2 	Interim Agreement
Mutual authentication between UPF and the 3rd party AAA server should be supported.
Intergerity and confidentionality of the messages transmitted on the interface between UPF and the 3rd party AAA server should be ensured.

**** End of Change ****



