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1
Decision/action requested

This contribution proposes interim agreement for EAP support in the 5G System
2
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3
Rationale

The 5G System is expected to enable various services for various types of devices over both 3GPP and non-3GPP access networks. All the solutions identified in the TR 33.899 to access 5G core network over non-3GPP access networks (e.g., WLAN, fixed broadband) requires support of EAP framework for authentication.

Furthermore, 5G System is also expected to support various deployment models: from the traditional, large scale, MNO managed public networks to small scale (e.g., limited geographic scope) private 5G network deployments using 3GPP access technologies such as the 5G NR and evolved LTE. To enable such use cases, SA1 has agreed requirements related to alternate authentication (i.e., alternatives to AKA) and hence it is not appropriate to expect that all those services/devices/deployments will use the same credentials or authentication methods. This argues for flexibility in terms of ability to support different authentication methods between the UE and the network under network operators’ control. This has been recognized in the TR 33.899 and a number of EAP based authentication methods have been proposed for primary authentication to 5G system.
There is a clear need identified to support a unified authentication framework for primary authentication over different accesses, services, and device types in 5G system and EAP is an option to construct such a unified authentication framework. Therefore it is proposed that SA3 specify an EAP based authentication framework in phase 1 for both 3GPP and non-3GPP accesses. 
The below pCR proposes the related interim agreement.
4
Detailed proposal

It is proposed that SA3 agree the following pCR for inclusion in TR 33.899

***** FIRST CHANGE *****
E.2.1.2 
Support for EAP framework for primary authentication

E.2.1.2.1 
Description of Question

Several solutions propose support for the EAP framework for primary authentication. This implies that the access network can carry EAP messages. 

Question: 

Shall the 5G network support the EAP framework for primary authentication in the above sense? 

If so, shall other authentication methods than EAP methods be allowed? The answer should be given separately for 3GPP and non-3GPP accesses. 

E.2.1.2.2 
Agreement


The 5G network shall support the EAP framework for primary authentication over both 3GPP and non-3GPP accesses.
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