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1
Introduction
This contribution adds interim agreement to clause E.2.1.2 “Support for EAP framework for primary authentication.
EAP framework can support multiple authentication methods which is desirable for 5G network. So it is proposed to support EAP framework for 5G.
For 3GPP access, MASA or other variants based on EPS AKA have benefits over EAP methods. So it is proposed to allow authentication method other than EAP for 3GPP access.   
2
Proposal
It is proposed to approve below pCR. 

**********************Begin of changes********************************
E.2.1.2 Support for EAP framework for primary authentication

E.2.1.2.1 Description of Question

Several solutions propose support for the EAP framework for primary authentication. This implies that the access network can carry EAP messages. 

Question: 

Shall the 5G network support the EAP framework for primary authentication in the above sense? 

If so, shall other authentication methods than EAP methods be allowed? The answer should be given separately for 3GPP and non-3GPP accesses. 

E.2.1.2.2 Agreement

It is agreed that 5G network shall support the EAP framework for primary authentication in the above sense. 

It is agreed that authentication methods other than EAP methods shall be allowed for 3GPP access.
E.2.1.3 The choice of EAP methods 

E.2.1.3.1 Description of Question

Several solutions propose support for various EAP methods, e.g. EAP AKA, EAP AKA’, EAP TLS, EAP TTLS, and EAP PSK. 

Question: 

Exactly which EAP methods shall be standardized for 5G access in 3GPP? 

E.2.1.3.2 Agreement

tba

*********************************End of changes*******************************
