3GPP TSG SA WG3 (Security) Meeting #86Bis
S3-170681
27 – 31 March, 2017, Busan, Korea
revision of S3-17xabc
Source:
Huawei, Hisilicon
Title:
Interim agreement for CP confidentiality protection
Document for:
Approval

Agenda Item:
5.1.1    Security architecture
1
Introduction
This contribution adds interim agreement to clause E.1.6 “Questions and Interim Agreements for Key Issue #1.6”, which is related to CP confidentiality protection.
CP confidentiality protection shall be mandatory supported in UE and network. CP confidentiality protection is recommended to be used.  
2
Proposal
It is proposed to approve below pCR. 

**********************Begin of changes********************************
E.1.6 
Questions and Interim Agreements for Key Issue #1.6

E.1.6.0 
Questions in other clauses affecting this key issue

TBD
E.1.6.1 
Shall CP confidentiality be mandatory to support / use by 5G UEs, 5G networks?
E.1.6.1.1 
Description of Question

The question intends to address the following points:

1. Shall the CP confidentiality be mandatory to support by 5G UEs?

2. Shall the CP confidentiality be mandatory to support by 5G network?

3. Shall the CP confidentiality be mandatory to use by 5G?

4. Shall the CP confidentiality be mandatory to use by 5G network?
E.1.6.1.2 
Interim Agreement

CP confidentiality is mandatory to be supported by 5G UEs and CP security termination points in 5G network.

CP confidentiality is recommended to be used. 
*********************************End of changes*******************************
