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1
Decision/action requested

This contribution provides a pCR to Annex E.2.1.5 “Support for secondary authentication”
2
Rationale
Secondary authentication with an external data network, as defined in key issue 2.1, is already available in 4G. 5G should not fall behind 4G. The enhancement in 5G consists in enabling a flexible choice of the authentication method for the external data network by supporting the EAP framework for secondary authentication. The result of a secondary authentication has no impact on the operator network, only on the authorization of access to the external data network. In this sense, the authentication method is completely transparent to the 3GPP network.

3
Detailed proposal

******************START OF pCR**********************
E.2.1.5 
Support for secondary authentication

E.2.1.5.1 
Description of Question

Question: Which methods shall be supported for secondary authentication? In particular, shall support for general EAP methods for secondary authentication be provided in a way completely transparent to the 3GPP network?

NOTE: Earlier generations of mobile networks provided support only for CHAP or PAP.

E.2.1.5.2 
Agreement

Support for general EAP methods for secondary authentication between a UE and an external data network shall be provided such that the authentication method is completely transparent to the 3GPP network. The restrictions from E.2.1.3.2 on the the authentication methods do not apply to secondary authentication. 
******************END OF pCR**********************
