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[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Abstract of the contribution: In this PCR we propose using the NextGen CN handover key derivation mechanism to address key issue #4.7.
Introduction 
Key Issue #4.7 points out that “If a UE transits to RRC connected state from RRC inactive connected state when connecting a new (another) gNB, new KAN shall be derived between the UE and the new gNB.” This contribution addresses such issue by using the NextGen CN handover key derivation mechanism. 
Reference
[1]  3GPP TR 23.799: “Study on Architecture for Next Generation System”.
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***	BEGIN OF THE FIRST CHANGE	***
[bookmark: OLE_LINK201][bookmark: OLE_LINK202]5.4.4.z 	Solution #4.z:  
5.4.4.z.1 	Introduction
This solution addresses key issue #4.7.
Key issue #4.7 requires that key derivation mechanism should be performed if a UE transits to RRC connected state from RRC inactive connected state when connecting a new (another) gNB.
5.4.4.z.2 	Solution Details
RRC inactive connected state to RRC connected state transition should be inspired by the Suspend and Resume procedures defined for LTE in Rel-13 [1]. That’s to say, upon receipt of RRC CONNECTION RESUME REQUEST message from a suspended UE, the target gNB can contact the source gNB based on the information included in the Resume_ID. 
From the aspect of CN, an RRC inactive connected mode UE is considered to be in the NG CM-CONNECTED state with AS context storing in RAN and UE. So, after the target gNB contacts the source gNB by sending RETRIEVE UE CONTEXT REQUEST message, they shall perform key derivations as is done in case of NextGen CN handover. 
[bookmark: OLE_LINK3]Editor’s Note: This solution should be detailed after deciding the NextGen CN handover key derivation mechanism.
5.4.4.z.3	Evaluation
This solution addresses key issue#4.7 by reusing NextGen CN handover key derivation mechanism, which won’t add extra complexity in NextGen security architecture. 
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