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[bookmark: _Toc468726835]***	BEGIN CHANGES	***
A.3	Profile of IPsec ESP
When IPSec ESP [56] is used in the context of this specification the profile specified in this section shall be supported by the MS and the GANC-SEGW.
IPsec ESP shall meet the profiling given clause 5.3 of TS 33.210 [55] with the following additions:
-	The authentication algorithm AES-XCBC-MAC-96 shall be considered mandatory.
-	The MS shall support at least one of the mandatory, non-NULL encryption algorithms and at least one of the mandatory authentication algorithms.
-	Tunnel mode shall be used.
If the MS proposes one or more profiles that were not included in previous versions of this specification, and the SeGW indicates that the selected profiles are not acceptable (e.g., the SeGW has not been upgraded to the current version of this specification), the MS shall be prepared to “drop back” to one or more of the profiles that were included in previous versions of this specification.
***	END OF CHANGES	***
