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1
Decision/action requested

It was encouraged in telco NSA#12 to agree on questions to answer in order to come to interim agreements helping in the solution selection process.
2
References
[1]
3GPP TR 33.899-060
3
Rationale

During NSA#12 telco it was encouraged to start a list of questions that may lead to interim agreements for the TR 33.899. The following pCR proposal is addressing key issue #7.8 in security area "Subscription Privacy".

Note to editor: to be added in X.7.1 Questions and Interim Agreements for Key issue #7.8: Privacy protection of network slice identifier.
4
Detailed proposal

X.7.9 Questions and Interim Agreements for Key issue #7.8: Privacy protection of network slice identifier
X.7.9.X Privacy of slice identifier 

X.7.9.X.1 Description of Question
Since the UE may provide to the network in initial registration messages before any NAS protection is established, network slice information (NSSAI) that can reveal both the slice type(s) the UE is connecting to and customer specific information. Thus a UE accessing a PLMN exposes the fact it is authorized to use this PLMN and its user belongs to the a distinct User Group which can be identified by the NSSAI.  
Question: Shall 5G address the threat on correlation of a slice identifier with the subscription identifier? E.g. by this it is possible to identify a group of users that use the same slice such as for critical communication, where privacy may need to be considered in particular.

X.7.9.X.2 Interim Agreement

Editor’s Note: Can this be postponed to phase 2? Consider LS-in from SA2 (S3-170037/S2-170687) on this topic for gaining an agreement.
