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1	Decision/action requested
Editorial changes and removal of EN in KI 8.2
2	References
(Reference - in list form - should be made to previous related SA5/3GPP/etc. documents.)
(For changes against a draft TS/TR, a pseudo CR - a.k.a. pCR - will be provided using this Tdoc template. In this case, the number, name and version of the draft TS/TR used as base must be provided and the version must be the latest available version of the draft TS/TR.)
<Examples of references, please delete when you have inserted your actual references:
[1]	3GPP TR 33.899v0.6.0 (2016-11) Study on the security aspects of the next generation system
3	Rationale
1) The font used for one paragraph is white and invisible. It should be made black
2) The EN is no longer valid and can be removed: a) 3 typical services had been added since the EN; b) text on “controlling policy” had been removed and the comments are no longer relevant. 

4	Detailed proposal
[bookmark: _Toc467572817]It is proposed to approve the following changes for inclusion in TR 33.899 
pCR	
*** BEGIN CHANGES ***
[bookmark: _Toc452659571][bookmark: _Toc452659984][bookmark: _Toc452660403][bookmark: _Toc452662551][bookmark: _Toc452966662][bookmark: _Toc452967079][bookmark: _Toc452967493][bookmark: _Toc452967906][bookmark: _Toc452970215][bookmark: _Toc457918343][bookmark: _Toc457919411][bookmark: _Toc467573481][bookmark: _Toc467858287]5.8.3.2	Key Issue #8.2: Security mechanism differentiation for network slices
[bookmark: _Toc452659572][bookmark: _Toc452659985][bookmark: _Toc452660404][bookmark: _Toc452662552][bookmark: _Toc452966663][bookmark: _Toc452967080][bookmark: _Toc452967494][bookmark: _Toc452967907][bookmark: _Toc452970216][bookmark: _Toc457918344][bookmark: _Toc457919412][bookmark: _Toc467573482][bookmark: _Toc467858288]5.8.3.2.1	Key issue details
The next generation network will be a service-oriented network and different services have different requirements, including security. As proposed in TR 22.891 (ref.[7] 5.2.3 ), the 3GPP System shall have the capability to conform to service-specific security assurance requirements in each single network slice, rather than the whole network, which means every slice can have service-specific security mechanisms(including e.g. policy, protocols and functions and so on) configured.
-	On eMBB services, we could reuse or optimize the mechanism in LTE, i.e. to keep the authentication and credential management entities within the core network and use IMSI as the user’s only credential. 
-	On IoT services, the more quick access authentication protocol should be considered to meet the requirement of large amount devices visit "AN" (e.g. RAN node or common function node), the lighter cryptographic algorithms or/and protocols should be considered to meet low cost and low battery situation on IoT devices.
-	On CriC services, the quick access and strong authentication protocol, encryption algorithms, or/and credential management etc. should be considered to meet the low latency and high reliability requirement in critical communications.
The NG-UE when it does network attach is supposed to include a network slice selection parameter if it has one. Based on the network selection parameter a slice selection function will make a choice and assign the NG-UE to a dedicated network tenant or to a application-specific network slice. Each network slice can define its own security policies and security mechanisms.
Editor’s note: It is FFS for other service technology requirements on security mechanisms. It is FFS how to define the controlling policy on security mechanisms.
*** END OF CHANGES ***



