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1 Introduction 
This contribution proposes key issue of the NG UE based on use cases.  
2 Discussion
NG system is meant to support a number of different use cases to accommodate a variety of vertical industry scenarios, for example factory automation, IoT, V2X, etc. The one-size-fits-all approach to NG UE not only hinders the rapid deployment of NG systems, but also unnecessarily complicates and raises the cost of the NG UE, for example it is unreasonable to expect a simple IoT device made to support the same security features/requirements as a smart phone and conversely a smart phone that is made to cost the same as a IoT device.  
3 Proposal
It is proposed to approve the pCR to be added to TR 33.899.
4 pCR 
***
BEGIN All NEW CHANGES
***
5.5.3.X
Key issue #5.X: NG UE supporting different use cases

5.5.3.X.1
Key issue details

The Next Generation System requires NG UEs to support different/variety of vertical use cases. 

5.5.3.X.2
Security threats 

A NG UE not supporting full set of user plane encryption algorithms that is allowed to access NG service the NG UE is not designed to support could pose as a security risk to user plane traffic by potentially forcing the network to use less security (e.g. lighter and therefore potentially weaker algorithm, lighter and potentially weaker protocols, etc.).

5.5.3.X.3
Potential security requirements

Editor’s Note: Security requirements need to align with SA1 requirements.

***
END OF CHANGES
***
