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Abstract of the contribution: This contribution proposes some details for the so far empty key issue #4.4 Security aspects of intra-NR mobility. It is a revised version of S3-161415, which has been updated according to comments at the conference call #9.
1 Introduction and proposal

This contribution proposes adding details to the empty Key issue #4.4 Security aspects of intra-NR mobility under the security area RAN Security. It is a revised version of S3-161415, which has been updated according to comments at the conference call #9.
It is proposed that SA3 does the attached changes to TR 33.899.

2 pCR 

***
BEGIN CHANGES
***

5.4.3.1
Key issue #4.4: Security aspects of intra-NR mobility



5.4.3.1.1
Key issue details

The Next Generation system is expected to include UE mobility. The scope of this Key issue is the security aspects of these mobility procedures.

It is assumed that the Next Generation system involves at least handovers and idle mode mobility similar to LTE. 

Editor’s Note: In LTE, the two cases for mobility (handover and idle mode mobility) correspond to the state (ECM/RRC-CONNECTED or ECM/RRC-IDLE) that the UE has when it moves Similarly, for the NextGen system, the UE states will determine the different cases that need to be considered for mobility. However, the discussion in RAN2 on UE states is not stable yet. It is expected that there will be states corresponding to ECM/RRC-CONNECTED and ECM-IDLE in LTE. It is ffs in RAN2 whether there will be an ECM-CONNECTED/RRC_INACTIVE state. Hence, it is ffs whether security aspects of inactive mode mobility need to be studied as well.

Editor’s Note: It is ffs whether idle mode mobility is in the scope of the security area RAN security.

5.4.3.1.2
Security threats 

5.4.3.1.3
Potential security requirements

***
END OF CHANGES
***
