3GPP TSG SA WG3 (Security) Meeting #84
S3-161645
25-29 July 2016 Chennai (India)

revision of S3-13abcd
Source:
CESG (NCSC)
Title:
[MC_Sec] Scope for 33.180
Document for:
Approval
Agenda Item:
8.7
Work Item / Release:
Rel-14
Abstract of the contribution: This contribution provides a scope for 33.180
TS 33.180 currently does not contain a scope. This contribution provides a scope for TS 33.180. It provides a modification to the proposed baseline in S3-161643. 

The scope follows the same format as TS 33.179. The first paragraph describes the applicability of the document. The second paragraph highlights the relevant SA6 specifications. The final paragraph discusses the use of the specification for commercial applications and is copied verbatim from TS 33.179.
Additionally, references for the new Rel-14 SA6 specifications are added.

It is requested that SA3 accepts this contribution for inclusion in TS 33.180.

********************* 1st change **********************

1
Scope

Editor's Note: This document currently contains imported MCPTT content from Rel-13. It is ffs which Rel-13 content applies to MCX services in 3GPP Rel-14.

The present document specifies the security architecture, procedures and information flows needed to protect the mission critical service (MCX). The architecture includes mechanisms to protect the Common Functional Architecture and security mechanisms for mission critical applications. This includes Push-To-Talk (MCPTT), Video (MCVideo) and Data (MCData). Additionally, security mechanisms relating to on-network use, off-network use, roaming, migration, interconnection, interworking and multiple security domains are described. 

This specification complements the Common Functional Architecture defined in TS 23.280 [36], the functional architecture for MCPTT defined in 3GPP TS 23.179 [2], the functional architecture for MCVideo defined in 3GPP TS 23.281 [37] and the functional architecture for MCData defined in 3GPP TS 23.282 [38].
The MCPTT service can be used for public safety applications and also for general commercial applications e.g. utility companies and railways. As the security model is based on the public safety environment, some security features may not be applicable to MCPTT for commercial purposes.
********************* End of 1st change **************** 

********************* 2nd change **********************
2
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********************* End of 2nd change **********************
