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Abstract of the contribution: This document proposes a skeleton for TS 33.180.
This contribution proposes a skeleton for TS 33.180 (attached). It contains a list of proposed document clauses.

The document's clauses are similar to those in TS 33.179. However, security functionality related to the Common Services Core is now pulled into its own Clause 5. This includes authentication, key management and signalling security.

Clause 6 is for supporting security functionality (such as LTE, IMS, IPSec). 

Clause 7 onwards contains security functionality for Mission critical services (such as MCPTT, MCVideo and MCData). Due to the similarity between the two services, MCPTT and MCVideo are managed within a single cause (Clause 7). 

Annex headings from 33.179 are copied over. Also, a new Annex is added for key identifiers (this was previously handled within Clause 7.3.3 of 33.179.)

It is proposed that SA3 accepts the attached document as skeleton for TS 33.180.

