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Introduction
In 5.8.3.1.3, as there is no much difference between the second requirement and the last requirement, the two requirements need to be merged as following.
Proposal
It is proposed to revise the following requirements in 5.8.3.1.3 of the TR 33.899 “Study on the Security Aspects of the Next Generation System”.
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-	It should be possible to define an identity for the network slice and define security policies per network slice.
Editor’s Note: Further explanations are needed in order to clarify the concept of network slice identities and motivate the requirement above.
· Platforms supporting network slice should be robust enough to provide isolation from one network slice to another slice. It should be possible to reserve resources per network slice. 
Editor’s Note: It is FFS how to define robust platforms.
· The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice. 
Editor’s Note: The requirement above should be refined possibly into more concrete requirements e.g. addressing each a specific type of attack.
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