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Abstract of the contribution: This pCR adds a new annex detailing the suggested normative changes for BEST.
1. Introduction

This pCR adds a new annex detailing the suggested normative changes for BEST to TR 33.863.
The proposed changes are:

· Add a new Annex C which details suggested normative changes for BEST.
· Update the History Annex to Annex D

2. Text proposal
~ ~ ~ Start of first text proposal ~ ~ ~
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~ ~ ~ End of second text proposal ~ ~ ~
~ ~ ~ Start of first text proposal ~ ~ ~
Annex C: Proposed Normative changes

C.1
Introduction

For the normative work, the key best functions need to be designed in a modular fashion so that they can be re-used for each solution and for other solutions in the future.

As cellular internet of things can be delivered over GPRS or LTE, it is expected that the normative specifications shall be available both in GPRS and LTE.  These specifications may be available in UMTS.

The normative work could be specified either as Change requests to existing specifications or as a new technical specification.  This technical report recommends that the BEST feature be delivered as changes to existing technical specifications.

The following specifications could be modified to include the BEST specifications:

· 3GPP TS 33.401 [28]: This covers LTE use.

· 3GPP TS 43.020 [47]: This covers use in GPRS.

This TR recommends that the changes be put into 3GPP TS 33.401[28] and references to the changes in 3GPP TS 33.401 [28] be put into 3GPP TS 43.020 [47].  This means only one version of the BEST normative specifications exists which is easier to maintain.

C.2
Proposed changes to 3GPP TS 33.401

C.2.1
Overview of changes

The BEST changes can be achieved through the following changes:

· Clause 3: Definitions and abbreviations

· New clause  17 “Security Procedures for Extended User Plane protection (or simply “BEST”)” with all of BEST.  This should consist of both the modular building blocks and the way of using these blocks to deliver end to middle security and end to end security.

· New Annex A.19: Key derivations for BEST

C.3
Proposed changes to 3GPP TS 43.020 [47]

The BEST changes can be achieved through the following changes:

· Clause 3: Definitions and abbreviations

· New Annex “Security Procedures for Extended User Plane protection (or simply “BEST”)” with references to all of  BEST in TS 33.401 [28]. 

Annex D: Change history

[…]
~ ~ ~ End of second text proposal ~ ~ ~
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