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1. Description
This document adds a word that was missed in the requirements section for Key issue #7, to ensure both “tracking” and “identifying” are covered as this is aligned with SA1 requirement.

2. Proposed change

It is proposed to make the following change to TR33.885- v0.23.0.
** First Change **
5.7.3
Security requirements

UE pseudonymity should be provided to conceal personal data from attackers. 

Identifiers in the V2X messages should be protected

The content of the data transmitted by a vehicle UE should not lead to the ability of another V2X entity (UE, network, application server) to identify or track the sender UE beyond a short time period necessary for the V2X application. 
It shall be possible to prevent the LTE network from using the data gained by a UE attaching to it for V2X service for purposes of tracking the UE. 

Editor’s Note: The above requirement depends on the response by SA1 to S3-160789. It should be reviewed based upon that response.

The identifiers in the V2X messages should minimize the risk of leaking the UE or user permanent identities.
** End Change **
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