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Abstract of the contribution
S3-160602 contained key issues covering the security features for all possible interfaces in the NextGen architecture. But in the splitting and merging process during the meeting and the email approval process, the text on AN-CN and CN-CN interfaces were simply forgotten.
The present contribution introduces key issues covering the security features for CN-CN interfaces.

1. Pseudo Change Request

***********START OF CHANGES******************
5.1.3.c
Key issue #1.y:  Security features for CN-CN Control Plane
5.1.3.c.1
Key issue details
The present key issue covers confidentiality and integrity for control plane traffic between appropriate entities in the core network. 

NOTE: This corresponds to network domain security in EPS, cf. TS 33.210 and TS 33.310.
NOTE: This key issue is included in the security area "Architecture" so as to obtain a complete overview of the interfaces that need to be protected in this security area. Further details and solutions can be found in security area 10 "Network Domain Security".
5.1.3.c.2
Security threats 
tba
5.1.3.c.3
Potential security requirements
tba
***********NEXT CHANGES******************

5.1.3.d
Key issue #1.y:  Security features for CN-CN User Plane
5.1.3.d.1
Key issue details
The present key issue covers confidentiality and integrity for user plane traffic between appropriate entities in the core network. 

Editor's Note: This key issue has been added for completeness so that an explicit decision can be made. There is no equivalent in EPS as network domain security in TS 33.210 is explicitly limited to control plane traffic. It is ffs whether 3GPP should specify the equivalent of network domain security for user plane traffic in 5G. If so then further details and solutions can be found in security area 10 "Network Domain Security".
5.1.3.d.2
Security threats 
tba
5.1.3.d.3
Potential security requirements
***********END OF CHANGES******************
