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Abstract of the contribution
S3-160602 contained key issues covering the security features for all possible interfaces in the NextGen architecture. But in the splitting and merging process during the meeting and the email approval process, the text on AN-CN and CN-CN interfaces were simply forgotten.
The present contribution introduces key issues covering the security features for AN-CN interfaces.

1. Pseudo Change Request

***********START OF CHANGES******************
5.1.3.a
Key issue #1.y:  Security features for AN-CN Control Plane
5.1.3.a.1
Key issue details
The present key issue covers confidentiality and integrity for control plane traffic between appropriate entities in the access network and core network, respectively. 

NOTE: This corresponds to backhaul link control plane security in EPS, cf. TS 33.401, clause 11.
5.1.3.a.2
Security threats 
tba
5.1.3.a.3
Potential security requirements
tba
***********NEXT CHANGES******************

5.1.3.b
Key issue #1.y:  Security features for AN-CN User Plane
5.1.3.b.1
Key issue details
The present key issue covers confidentiality and integrity for user plane traffic between appropriate entities in the access network and core network, respectively. 

NOTE: This corresponds to backhaul link control plane security in EPS, cf. TS 33.401, clause 12.
5.1.3.b.2
Security threats 
tba
5.1.3.b.3
Potential security requirements
tba
***********END OF CHANGES******************
