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Introduction 
This contribution proposes to add the following security assumptions into the security area #4: RAN security (section 5.4.2).
Proposed pCR
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Radio Access Network is composed by base stations (called eNodeB in LTE) that handle communication between UE and the core network. The connection with the UE uses a radio air interface. The connections within RAN and to the core network use different kinds of interface. 
RAN is used to exchange sensitive data that need to remain unknown by an attacker. This sensitive data can concern privacy, authentication or any other information regarding the security of the radio access to the network or the security of radio communication services.  
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