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1. Introduction
This document contains information about the TSG SA#72 outcome on SA3 submissions and information on SA as well as RAN discussions on issues relevant to SA3 activity.
The SA#72 documents and report can be found at the following URL: 
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_72/
The RAN#72 documents and report can be found at the following URL 

http://www.3gpp.org/ftp/tsg_ran/TSG_RAN/TSGR_72/
The SA3 status report to SA #72 (SP-160372) is attached. Note that Release given for several WI/SI are incorrect in this report.
2. SA #71 Outcome of SA3 and SA3-LI Submissions

All SA3 and SA3-LI documents were approved; following changes were done during the meeting:
1. TR 33.926, “Security Assurance Specification (SCAS) Threats and Critical Assets in 3GPP Network Product Class”, was approved in SP-160485 after modification from Rel. 14 to Rel. 13v1.0.1.

2. “New Work Item on Security Assurance Specification for PGW” was approved as SP-160481 after addition of TeliaSonera as a supporting company.
Release error regarding EASE_ALGOs_SA3 was rectified, i.e. the WID is Rel. 13.
3. NextGen and 5G

Endorsed time-plan for NextGen and 5G activities is available in SP-160465. Roughly, Stage 2 freeze of SA2 WID for NextGen and Stage 3 freeze of RAN higher layer non-standalone (NSA) WIDs is expected in December 2017 (SA / RAN#78). Stage 3 freeze of everything including standalone (SA) is expected in June 2018 (SA / RAN#80). Where SA refers to New Radio (NR) and NextGen core network working together without connectivity to EPS while NSA refers to all other combinations where EPC or E-UTRAN are involved.

Potential combination of or architecture options are available in SP-160464. It was clear that there are no supporters for combinations 8 and 6 while 1 is EPS.

Based on RP-161199 “Reply LS to RP-160647 on "Next Generation" Security Requirements for RAN” a pCR to TR 38.913 was approved as RP-161208.

Approved SA1 TRs:

· SP-160366
TR 22.861 on FS_SMARTER - massive Internet of Things

· SP-160367
TR 22.862 on FS_SMARTER - Critical Communications

· SP-160368
TR 22.863 on FS_SMARTER - enhanced Mobile Broadband

· SP-160369
TR 22.864 on FS_SMARTER - Network Operation
4. Dependencies and Related

A general framework was discussed for cases when a feature or building block needs to be withdrawn, see SP‑160253. For Rel. 13 I-WLAN it was agreed to void all the sections not of concern for other specifications, a LS requesting this is sent to SA3 as SP-160508.

RAN work on NB-IOT for Rel. 13 was completed.

Approved TRs/TSes:

· SP-160358
TS 22.280 on Mission Critical Services Common Requirements
· SP-160360
TS 22.281 on Mission Critical Video over LTE

5. Approved WIDs and SIDs with Security Aspects
This is a list of WIDs / SIDs that either indicates or could have security implications and thus future SA3 activity might be expected.

SA1 WIDs:

· SP-160486
New WID on New Services and Markets Technology Enablers (SMARTER).

· SP-160504
New SID on Study on Enhancement of 3GPP support for V2X service (FS_eV2X)
· SP-160371
New SID on Study on Future Railway Mobile Communication System (FS_FRMCS)
SA2 WIDs:

· SP-160487
New WID on the Support of Emergency services over WLAN - phase 2.

· SP-160310
New WID on Enhancements of Dedicated Core Networks selection mechanism.

· SP-160314
New WID eFMSS
· SP-160315
New WID on S8 Home Routing Architecture for VoLTE
· SP-160316
New WID on Control and User Plane Separation of EPC nodes (CUPS)
· SP-160317
New WID on architecture enhancements for LTE support of V2X services
· SP-160505
New Study item on extended architecture support for Cellular Internet of Things
SA4 WIDs:
· SP-160503
New Study Item on 'MBMS Extensions for Provisioning and Content Ingestion' (FS_xMBMS)
· SP‑160510 New Study Item on 'MBMS usage and codecs for MCPTT call and MC Video Service' (FS_MCP_V). 
· SP-160273
New Study Item on 'User Services Enhancements in 3GPP for TV Services' (FS_USE_3GPP_4_TV)
SA6 WIDs:

· SP-160489
New work item on common functional architecture to support mission critical services

· SP-160490
New work item on enhancements for Mission Critical Push To Talk

· SP-160491
New work item on functional architecture and information flows for Mission Critical Video

· SP-160492
New work item on functional architecture and information flows for Mission Critical Data
· SP-160340
New study item on mission critical system migration and interconnect between MCPTT systems
· SP-160341
New study item on Mission Critical Communication Interworking between LTE and non-LTE Systems[image: image1.jpg]Y





