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Abstract of the contribution: It is proposed that the scope of TR 33.899 is adopted from the objectives of the SID with some modifications.
1 Introduction 
This contribution proposes text for the scope of TR 33.899. 
2 Principles for constructing the scope 
It is proposed that SA3 would follow the same principle that SA2 when SA2 decided the scope of TR 23.799 [1]. SA2 basically ended-up re-using the “Objectives” from the SA plenary approved SID in their scope. The following section shows which parts from the original SID were removed or modified. The changes can be summarized as follows: 

· References to 3GPP internal working groups or internal organizational structure have been removed. This is a normal practice because the reader should not need to be aware of such information when reading the TR. 
· A reference to the TR itself has been removed. 

· The non-exhaustive list of expected characteristics (requirements) has been removed. 
3 Conclusion

It is proposed that SA3 adopts a modified version of the “Objectives” section from the SA Plenary approved SID as the scope of TR 33.899. If compared to the SID, references to 3GPP WGs, and to the TR itself have been removed. 
4 References 
 [1]
3GPP TR 23.799: "Study on Architecture for Next Generation System".
5 pCR 
***
BEGIN CHANGES
***
1
Scope


In the scope of this TR are the threats, potential requirements and solutions for the security of next generation mobile networks. 
The work will include:

-
Collection, analysis and further investigation of potential security threats and requirements for the next generation systems, based on the service, architectural and radio related requirements for the next generation mobile networks. 

-
Investigation of the security architecture and access security. 

The complete or partial conclusions of this study will form the basis for the normative work and/or for any further study.  

The security threats and requirements, and the security architecture may additionally include standalone security topics. These topics may not be covered by the security work described above but they shall not be in conflict with service, architectural or radio related requirements for next generation mobile networks. It is part of the study to determine whether such topics need to be dealt with, and, if so, what they are.
***
END OF CHANGES
***
