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Abstract of the contribution:
This contribution proposes two Key Issues relating to security features for the control plane. 'ARCH' is a placeholder for the correct number (to be inserted by the rapporteur). 

Here is how the updated document was taken into account: 

602: The key issues on Security features for UE-CN Control Plane and Security features for UE-AN Control Plane were combined here. Other key issues from 602 are supposed to be covered by other contributions.
************************************Start of changes*******************************************************
5.ARCH.3.y
 Key Issue “Integrity protection for the control plane”
5.ARCH.3.y.1
Key issue details
The present key issue covers integrity protection for signalling between the UE and appropriate endpoints in the network.  
NOTE: In EPS, the only form of user plane traffic protected between UE and core network is the Rel-13 feature "data via MME", which, however, could also be seen as part of the UE-CN control plane.

5.ARCH.3.y.2
Security threats 
tba
5.ARCH.3.y.3
Potential security requirements
•
Integrity protection is mandatory to support and mandatory to use for both UE and CN endpoint, except for emergency calls.

•
Integrity protection is mandatory to support and mandatory to use for both UE and AN endpoint, except for emergency calls.

5.ARCH.3.z
 Key Issue “Confidentiality for the control plane”
5.ARCH.3.z.1
Key issue details
The present key issue covers confidentiality for signalling between the UE and appropriate endpoints in the network.  
NOTE: In EPS, the only form of user plane traffic protected between UE and core network is the Rel-13 feature "data via MME", which, however, could also be seen as part of the UE-CN control plane.

5.ARCH.3.z.2
Security threats 
tba
5.ARCH.3.z.3
Potential security requirements
•
Confidentiality protection is mandatory to support for both UE and CN endpoint and is recommended to be used.

•
Confidentiality protection is mandatory to support for both UE and AN endpoint and is recommended to be used.

NOTE: Confidentiality protection is subject to local regulations
