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Abstract of the contribution: Adding definition of “pseudonymity” in TR 33.885.
1. Introduction

Adding definition of  pseudonymity and removing the related editor’s note.
2. pCR
************************************************** Start of change *******************************************************
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Pseudonymity: the use of an obscured identity (e.g. pseudonym) to conceal the true identity of a UE sending a message in V2X communications. The obscured identity is mapped to the true identity of the UE in the network. 
The following terms defined in TR 22.885 [4] are used in the present document:

Road Side Unit

V2I Service

V2N Service

V2P Service

V2V Service

V2X Service
Editor’s note: It should be checked whether these terms are actually used in this document later 

**************************************************** End of first change ************************************************
**************************************************** Begin of second change*******************************************
5.1.3
Security requirements
The LTE-V system entities (cellular network entities or V2X communication entities) should be able to authenticate the source of the received data communications. 

The transmission of data between different entities (V2X communication entities or cellular network entities) in the LTE-V system should be integrity protected.  
The transmission of data between different entities (V2X communication entities or cellular network entities) in the LTE-V system should be protected from replays.
NOTE: Transmission of data includes but not limited to multicast, broadcast, unicast, or geocast. 
UE pseudonymity should be provided to conceal personal data from attackers.

Identifiers in the V2X messages should be protected.
**************************************************** End of change ************************************************
