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***
BEGIN CHANGES
***
Annex x: 
Access security related functions for enhanced General Packet Radio Service in relation to Cellular Internet of Things
x.1

Authentication and key agreement 
Editor’s note: This is a placeholder for a potential section specifying the authentication and key agreement mechanism. 
x.2

Algorithm negotiation 
Editor’s note: This is a placeholder for a potential section specifying the algorithm negotiation mechanism. 
x.3

Protection of GMM messages 
Editor’s note: This is a placeholder for a potential section specifying the protection of GMM messages. 
x.4

Algorithms for ciphering and integrity protection 
Editor’s note: This is a placeholder for a potential section specifying ciphering and integrity protection algorithms. 
***
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