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	Reason for change:
	In one-to-one communication, as stated in section 6.5.2, the signalling messages are interracted without any protection before the security is established. 
And it shall be noted that all the signallings are beared on PDCP layer and also the protection for the signallings between the UEs is provided at the PDCP layer. 
Therefore, it means there needs a PDCP format to bear the signallings that can not apply the confidentiality protection.
Reference to the figure below, currently for one-to-one ProSe direct communication, the 16-bit KD-sess ID and 16-bit Counter parameters are carried in the PDCP header, along with any MAC that is needed for integrity protection.
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As a result, before the security is established, it is suggested that the KD-sess and Counter are set to zeros, which can be as following:
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Actually, RAN2 has already defined such a PDCP format for this scenario in section 5.6.2 of TS36.323, which is:

“For the SLRB that does not need ciphering and deciphering, the UE shall set KD-sess and PDCP SN to “0” in the PDCP PDU header.” 



	
	

	Summary of change:
	In one-to-one communication, for the signallings that can not apply the confidentiality protection, the KD-sess, Counter, and MAC  in PDCP format are set to zeros.
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	Lack of PDCP format for the signallings that can not apply the confidentiality protection.
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*****************************************Start of change*******************************************
6.5.6.4
Security contents in the PCDP header

The 16-bit KD-sess ID and 16-bit Counter parameters are carried in the PDCP header, along with any MAC that is needed for integrity protection. This is illustrated in the Figure 6.5.6.4-1.
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Figure 6.5.6.4-1: Security contexts of the PDCP header for one-to-one communications
For the signallings that can not apply the confidentiality protection, the KD-sess, Counter, and MAC  in PDCP format are set to zeros.
*****************************************End of change*******************************************
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