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Abstract of the contribution: This pCR adds the agreed-to MCPTT user authentication framework to 33.179.
1. Introduction

This pCR describes the framework for MCPTT User Authentication as agreed at the November 11, 2015 MCPTT drafting session per document S3-152558 “MCPTT Drafting Session Minutes Wednesday 11th Nov”.
2. pCR to TR 33.179

************* Start of first change *********************************************

X.x.x  User Authentication Framework

The following framework utilises CSC-1.
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Figure X.x.x-1: MCPTT User Authentication Framework

The User Authentication procedure in Step A of Figure z is further detailed into 3 sub steps that comprise the MCPTT user authentication framework:

    A-1 – Establish a secure tunnel between the MCPTT UE and Identity Management (IdM) server. Subsequent steps make use of this tunnel.
    A-2 – Perform the User Authentication Process (User proves their identity).

    A-3 – Deliver the credential, that uniquely identifies the MCPTT user, to the MCPTT client.

Following step A-3, the MCPTT client uses the credential(s) obtained from step A-3 to perform MCPTT service authorization as per procedure C in Figure z.  

NOTE: MCPTT service authorization in step C of Figure z is outside the scope of the User Authentication framework.

Editor’s Note:  Further work may be required to complete the specification of a User Authentication framework.

************* End of first change *********************************************

3. Conclusion

In support of the agreement reached in the November 11, 2015 SA3 MCPTT drafting session, we kindly ask SA3 to consider acceptance of this pCR.
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