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Abstract of the contribution:  This contribution proposes a documentation plan for EASE_EC_GSM. 
1 Introduction 
SA Plenary accepted a new SA3 Work Item on EGPRS Access Security Enhancements in relation to Cellular IoT. The Work Item description left the documentation plan for further study. One alternative was to have a new TS “Security enhancements of EGPRS based cellular systems with support for ultra low complexity and low throughput Internet of Things”. A new TS number 33.420 has already been assigned for this. The other alternative was to have a new annex e.g. in TS 43.020. 

It seems that it would be beneficial to store all variants of GPRS security in one place. For this reason, having a new annex to TS 43.020 seems more natural way to proceed than having completely new TS. 

2 Proposal  

It is proposed that 
· SA3 decides that new TS 33.420 is not used but instead the security enhancements are added to a new annex to TS 43.020. 

· SA3 starts writing a new annex to EASE TR 33.860 to temporarily store the content new annex of TS 43.020. A skeleton of this new annex is attached to this document. 
· When the annex of TR 33.860 is mature enough, it is removed from TR 33.860, and added to TS 43.020. 

3 pCR 

***
BEGIN CHANGES
***
Annex <Y>: Access security related functions for enhanced General Packet Radio Service in relation to Cellular Internet of Things  
Editor’s note: This Annex is a placeholder for SA3 agreed security procedures for enhanced GPRS in relation to Cellular Internet of Things. This annex will eventually be moved to a new annex in TS 43.020. 
Y.1
Authentication and key agreement 
Editor’s note: This is a placeholder for a potential section specifying the authentication and key agreement mechanism. 
Y.2
Algorithm negotiation 
Editor’s note: This is a placeholder for a potential section specifying the algorithm negotiation mechanism. 
Y.3
Protection of GMM messages 
Editor’s note: This is a placeholder for a potential section specifying the protection of GMM messages. 
Y.4
Algorithms for ciphering and integrity protection 
Editor’s note: This is a placeholder for a potential section specifying ciphering and integrity protection algorithms. 
***
END OF CHANGES
***
