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1. Overall Description:	
SA3 thanks C1 for the LS in S3-xxxxxx (C1-153998). SA3 would like to provide answers to the questions asked in the LS.
Q1: If the 3GPP AAA server rejects UE's access via untrusted WLAN due to HSS not providing authentication vectors for the UE to 3GPP AAA server, does the ePDG send its identity, a certificate, and the AUTH parameter to the UE so that the UE can authenticate the ePDG? 

ANSWER: Yes, UE can authenticate the ePDG using the received identity, a certificate, and the AUTH from ePDG. 

Q2: If the answer to Q1 is yes, should the ePDG behaviour be captured in SA3 specs or in the CT1 specs?

ANSWER: This is in the scope of SA3 specifications and should be captured in SA3 specs TS 33.402.


2. Actions:
To C1 group:
ACTION: 	SA3 kindly asks C1 group to take into account the above responses.


3. Date of Next SA3 Meetings:
SA3#82	1-5 February 2016 	Dubrovnik (Croatia)
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