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Abstract of the contribution:this contribution proposes to distribute the MCPTT Group key to affiliated users during group creation procedure. 

Introduction
For on-network MCPTT service, SA6 has defined two group management procedures including group creation and group regrouping. The group related data including security parameters can be transferred to affiliated users through the notification message in both cases. But current TR33.879 only specifies the group regrouping case that is used to distribute the group key to users, so it is necessary to add the group creation case for group key distribution.
Proposals
This contribution proposes to distribute the MCPTT Group key to affiliated users during group creation procedure. 
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***************************************Start of first change*****************************************
[bookmark: _Toc424654475][bookmark: _Toc424758313][bookmark: _Toc428529796]7.4.4.4 	Group creation procedure 
Group creation procedure is described in Section 10.6.3 of TS 23.179 [10]. To create the security context for the group, the GMS follows the procedures in Section 7.4.1, creating a new GMK and GMK-ID for the temporary group. 
An encapsulated GMK and GUK-ID is sent to affiliated users by the GMS within a notification message (step 4 within Section 10.6.2.1 of TS 23.179). The procedure is equivalent to that described in Section 7.4.2. 
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