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Abstract of the contribution: This contribution proposes to modify testcase of 5.2.2.4.1 bidding down prevention in X2-handovers of 33.116.
1. Introduction 
The test case of 5.2.2.4.1 only contains positive result that is if the UE’s capability is the same, the MME will go on executing the procedure. However, it is hard for a tester to determine whether the MME has checked the UE’s capability. The same result can also be obtained if the MME doesn't do the check. Therefore, we propose to add a negative test to confirm that the MME do compares the UE’s capability.
1. Proposed pCR
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5.2.2.4.1 	Bidding down prevention in X2-handovers
Requirement Name: Bidding down prevention in X2-handovers
Requirement Reference: TBA 
Requirement Description: "The MME shall verify that the UE EPS security capabilities received from the eNB are the same as the UE EPS security capabilities that the MME has stored." as specified in TS 33.401, clause 7.2.4.2.2."
Threat References: TBA
Security Objective References: TBA
Test Case: 
Editor’s Note: Applicablity of this test case needs to be confirmed pending review of MME requirements in TS 33.401. 
Purpose:
Verify that bidding down is prevented in X2-handovers. 
Pre-Conditions:
Test environment with (target) eNB. eNB may be simulated. 
Execution Steps
The MME receives the path-switch message with the UE EPS security capabilities.

Expected Results:
The MME verifies that the received UE EPS security capabilities are identical to the ones stored in the MME. 
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