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Abstract of the contribution: This contribution proposes to clarify the definition of GEA0. 
1 Introduction
Section 6.3.2 in current 33.860 defines GEA0. The definition of GEA0 may lead to the understanding that GEA0 is an algorithm which always outputs key streams of all zero. 

However, according to LLC specification TS 44.064, section 7.2.1.1, which is quoted below, ciphering function shall be disabled if GEA0 is selected. It seems that GEA0 is not a real algorithm needed to be implemented. It is proposed to modify definition of GEA0 to make it in line with current LLC specification.
“TS 44.064, section 7.2.1.1
…
Ciphering Keyand Ciphering Algorithm are associated with TLLI New (and with TLLI Old if assigned):

-
If Ciphering Algorithm indicates no ciphering, then the ciphering function shall be disabled.

-
Otherwise, the ciphering function shall be enabled. If a Ciphering Algorithm was already associated with TLLI New or TLLI Old, then the new Ciphering Key shall replace the previous Ciphering Key, and Ciphering Algorithm shall replace the previous algorithm selection. All I frames, and UI frames with the E bit set to 1, shall use the new Ciphering Key and algorithm for ciphering. All unacknowledged I frames shall be ciphered using the new Ciphering Key and algorithm before retransmission. As an implementation option, the previous Ciphering Key and algorithm may be used to decipher received frames.

”
2 Proposal

It is proposed to approve the below pCR to TR 33.860.
******************************Begin of the first change***************************

6.3.2
Null ciphering algorithm

If GEA0 is selected, the ciphering function implemented in the LLC layer shall be disabled according to TS 44.064 [x]. 

NOTE 1: GEA0 provide no security.

******************************End of the first change*****************************

******************************Begin of the second change*************************
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******************************End of the second change&**************************

