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Abstract of the contribution: This contribution is to bring attention to the fact that the solution proposed by CT4 in (LS S2-153405 / C4-151802) may lead to unneccassry authentication vectors being sent from HSS to MME
1. Overview
Within the work item DÉCOR, a solution is sought for ensuring that dedicated MMEs are serving a defined set of UEs. The information which UEs are to be served by which MMEs is stored in HSS. SA2 had developed a solution to request this information using a modified update location procedure. In LS C4-151658, CT4 state very strongly that this approach "perverts the meaning and purpose of the current Update Location procedure". CT4 suggest the use of Authentication Information Request / Answer procedure. CT4 state in their LS that there are situations in which this modification in which it would "retrieve additional vectors when they would not be immediately used".
As Authentication Information Request / Answer procedure is specified in 33.401, it is surprising that SA3 was not copied on the LS from CT4 to SA2. Therefore, this LS is brought as a company contribution to the attention of SA3.

TS33.401 Subclause 6.1.2 Note 2 states that "It is recommended that the MME fetch only one EPS authentication vector at a time". 
The proposal by CT4 includes the option for the MME to ask the HSS not to include authentication vectors in the authentication information answer, in effect "perverting" the authentication information request to not request authentication information, but to request usage type information only.

2. Proposal

It is proposed that SA3 sends an LS to CT4 and SA2 proposing the standardization of a separate procedure "Request Usage Type Information", which may be run concurrently to other procedures, as the MME sees fit.

