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Abstract of the contribution: This pCR contains a proposal for the scope of the SCAS Threats TR. 
This pCR contains a proposal for the scope of the SCAS Threats TR. It is proposed that SA3 approve the scope below.

************ Proposed change *************

1
Scope
This document captures the threats and threatened assets that have been idendified in the development of TR 33.806 in the course of the work on 3GPP security assurance specification. Though TR 33,806 was primarily developed on a single network product class, i.e. the MME, the threat analysis is sufficiently generic that can be applied beyond the MME in many cases. This document will also serve as a reference when the security assurance specification extends to other network product classes, e.g. eNB.
************ End of change *************

