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1. Overall Description:

SA2 thanks SA3 for your LS on the risk of IMSI exposure at the SCEF.
SA2 would like to note that IMSI(s) are not handled by the SCEF, i.e. there are no Rel-13 use cases which require IMSI to be sent to the SCEF.
Furthermore SA2 notes that TS 23.682 v13.0 clause 4.2 says:

The trust domain (see figure 4.2-2) cover entities that are protected by adequate network domain security. The entities and interfaces within the trust domain may all be within one operator's control, or some may be controlled by a trusted business partner which has a trust relationship with the operator e.g. another operator or a 3rd party.
When not under the control of the PLMN operator, it is up to the PLMN operator to ensure that access to the PLMN operator's network from the SCEF is deployed in a manner consistent with security principles of the 3GPP network as outlined by SA3 security specifications.
2. Actions:

To SA3.

ACTION: 
SA2 kindly asks SA3 to take this information into account in your work.
3. Date of Next TSG-SA2 Meetings:
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