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Abstract of the contribution: this contribution updates the references and security assets for MCPTT.
1 Introduction
SA6 has its own technical specification TS23.179 for MCPTT, thus TS23.179 shall be added into the reference part of TR33.879. 
In last SA6’s meeting, a new identity called “private user Identity” was defined. Distinct from the MCPTT user identity, the private user identity uniquely identifies a particular instance of an MCPTT user agent to a signalling plane registrar function and to the MCPTT application server. As the identity is usually security concerned, it is proposed to add the “private user Identity” into the list of assets in TR33.879. 

2 Proposals
It is proposed to include this pCR into the TR33.879.
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1
Scope
This document contains a study of the security aspects of the Mission-Critical Push-To-Talk (MCPTT) service and its interaction with the network. This includes an analysis of the threats to the service, the security requirements to mitigate those threats and an evaluation of possible technical solutions designed to meet the security requirements of the service. 

The Stage 1 requirements for the service are defined in TS 22.179 [2]. An evaluation of Stage 2 architectural solutions for MCPTT is currently being developed within TR 23.779 [3] and TS 23.179 [10]. This study will include consideration of relevant 3GPP specifications, particularly for ProSe (TS 33.303 [4], TS 23.303 [5]) and GCSE (TS 23.468 [6]).
The focus of this document is to support public-safety use of MCPTT as prioritised by SA#66 (SP-140870). Some features may not be applicable to MCPTT for commercial purposes (e.g. Ambient Listening). 

Editor's Note: The present document only considers public-safety use cases and does not specially consider their applicability to commercial scenarios.

Editor's Note: Information from SA WG1 regarding which MCPTT features are intended for public-safety scenarios only, for commercial scenarios only and both for public-safety and commercial scenarios is needed. 
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